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Problem The Research Preliminary Results
STPA Operationalizes USAF Cyber
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From Cyber Security to Mission Assurance

Improving Campaign Mission Assurance
How can we complete campaign mission
across a wide range of degradations?
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Current gaps:

1) Emergent system properties ignored

2) Assurance restricted to tactical level

3) lIgnores Operational (campaign) Design
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Solution:
1) Use systems thinking
2) Leverage safety-guided design

Remaining Research

- Finish STPA of representative campaign
desigh (& modifying STPA for military

0 FInd & Correct Campalgn Design
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Methodology: Leveson 2011
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